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Charlie A. Kiser is the Chief 
Executive Officer of Atlas 
Blockchain Group Inc., a 
publicly traded cryptocurrency 
mining company based in 
Vancouver, British Columbia. 
With a dedicated operations 
facility designed for scalability, 
combined with some of the 
cheapest electrical power in the 
world, Atlas is ideally positioned 
to become one of the premier 
cryptocurrency mining and 
technology operations in North 
America. 

Along with his 20 years of 
technology experience, Kiser 
helped take BTCS, Inc. – the 
first pure-play bitcoin and 
blockchain company in North 
America – public in 2014. 
As the earliest public crypto 
company, BTCS leveraged both 
an operational and holding 
company strategy, investing in 
four crypto start-ups: GoCoin, 
a crypto payment processor; 
Coin Outlet, a bitcoin ATM and 
distribution network; Gem, a 
multi-factor authentication 
wallet; and Expresscoin, a retail 
cryptocurrency outlet. 

In his advocacy role at the first 
public blockchain company, 
Kiser became deeply embedded 
in the early crypto community 
and was one of the leading 
advocates in the first ever 
Bitcoin Awareness Day on 
Capitol Hill in Washington, D.C. 

A graduate of West Virginia 
University with a degree in 
finance, Kiser serves as an 
advisor to several blockchain 
companies, including Loci and 
Build1x.

As a technology executive working in the 
cryptocurrency mining industry, I often get 
asked about cryptocurrency, blockchain and how 
they work. There are actually some interesting 
similarities between the cryptocurrency 
movement and the economics that, in the early 
days, contributed to the growth of the coal 
mining industry.  My grandfather, Charles Kiser, 
was one of the Mingo County residents who was 
indicted for his role in the “Matewan Massacre.” 
Part of the tension that led to the uprising at 
Matewan stemmed from the coal company’s 
use of scrip, a substitute for government-issued 
currency issued by the companies themselves to 
pay their employees. The custom currency could 
only be used to purchase goods and services from 
the employer-owned “company stores.”  

My unique connection to the past, unsuccessful 
use of non-government currency is a far cry from 
what I believe is the exciting future of the same. 

Cryptocurrency and blockchain are related, 
but separate, ideas. The underlying concept 
that connects these technologies is the idea of a 
“decentralized ledger,” recording transactions 
between two anonymous parties, using some 
form of digital currency. Those transactions 
are stored on a ledger that is supported across 
millions of computers in a node system around 
the globe. 

In 2008, an anonymous author published a 
white paper outlining how this concept might 
take root, using encryption and an incentive 
system to support this peer-to-peer transaction 
system.  In short, users could program their 
computers to follow a set of rules and algorithms, 
and join together to compete for a reward 
offered to the participants who solved a complex 
mathematical problem.  To further incentivize 
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participants, this reward, called a bitcoin, would 
be issued only in a fixed interval over time, and 
limited in the total number created. 

Pioneers of this new idea were mostly software 
coders, math and science experts, hobbyists, 
gamers and some nefarious actors, each of whom 
shared a belief that some sort of digital currency 
or unit could be sent or shared with the same 
ease as email, and that this currency would 
be untethered to a fiat currency. So, just like 
email can travel the globe with the right address 
and software, someone could send value to a 
web address without involving a bank, money 
transmitter or other entity. 

While the idea of alternative currency is not new, 
its use and how it stores value or has utility is 
changing rapidly. In the decentralized ledger, 
computers are validating information from all 
previous transactions in the ledger. These previous 
transactions are stored in “blocks.” New blocks 
are created using a code, unique from the code of 
every previous block, and stored in sequence 
creating a “chain,” hence the phrase “blockchain.” 

So, just like email can travel the 

globe with the right address 

and software, someone could 

send value to a web address 

without involving a bank, money 

transmitter or other entity.
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The best example I can share for this is, 
imagine your title company wants to 
ensure you have clear title to your property. 
In addition to searching every grantor 
and grantee the title company can find 
regarding your deed, the title company 
also must verify EVERY transaction on 
record for EVERY property in the United 
States before starting on yours. This is 
a rough analog for how the blockchain 
and its participants are continually 
building security onto a blockchain, thus 
preventing any single user from changing 
or erroneously recording information into 
the ledger.

Bitcoin is one of the first users of 
the blockchain, and new tokens and 
currencies are being developed every day. 
New companies have formed to build a 
nexus between currencies and software, 
effectively allowing tokens to be issued 
with specific utility baked into it. The most 
popular currency supporting these “smart 
contracts” is Ethereum, a platform that a 
company can use to issue their own token.  
These tokens can be used to raise funding, 
pay for services or represent some sort of 
action specific to the company.

Many startup companies are using this idea 
to create Initial Coin Offerings (ICO) and 
Security Token Offerings (STO). By 
issuing their own tokens, investors or 
users can buy directly from the company 
and hold the tokens in electronic wallets.  
As this concept gained momentum, 
regulators also took an interest and started 
to issue guidance regarding how these 
tokens can be used, and under what 
conditions individuals and companies 
must report, register and disclose their use.  

The relationship between cryptocurrency 
and blockchain has started an “uprising” 
of its own.   They are revolutionizing the 
way businesses and users think about 
how information is stored and currency is 
traded, presenting an endless frontier for 
businesses and investors to explore.   

For those who are not well-versed in the world of cryptocurrency, it may seem 

a lot like Monopoly money. And, like Monopoly, at some point every player 

lands on the “Income Tax” space of the gameboard.

While cryptocurrency may seem like “play” money, transactions of 

cryptocurrency are taxable events.  In 2014, the IRS issued guidance on 

virtual currencies, defining cryptocurrencies as anything that is considered 

a “convertible virtual currency,” meaning it has an equivalent value in real 

currency.  Cryptocurrency under the IRS guidelines is treated like property 

rather than an actual currency.  Therefore, the gains and losses should be 

tracked and reported as such. 

Unless a virtual currency investor has realized a gain of over $20,000 and 

had at least 200 transactions, the transactions are not reported on an 

IRS Form 1099-K by a third-party settlement organization.  Therefore, the 

cryptocurrency patron must self-report.

Because cryptocurrency is treated much like stock and real property, 

investors should track their basis to determine the capital gains and losses.  

However, with the nature of virtual currency trades, tracking virtual currency 

can prove difficult.  Therefore, a “first in, first out” method of tracking is 

suggested.

There are some transactions in which cryptocurrency is treated as ordinary 

income.  For example, if a person receives cryptocurrency as payment for 

services, salary or a product.  Cryptocurrency acquired through air drops and 

mining is also considered ordinary income and should be reported as such.

The IRS has increased its investigation of unreported virtual currency 

transactions.  To stay out of the crosshairs of the IRS, keep detailed records 

and be forthcoming with all virtual currency transactions.  As stated above, 

the IRS has only issued guidance and not regulations, but the guidelines do 

address penalties, including fines and possible criminal prosecution.  So, 

unlike Monopoly, there is not a “Get Out of Jail Free” card.

Alison A. Cox is an attorney in the Martinsburg, West Virginia office of Bowles Rice. As 
a member of the firm’s Tax Team, her practice focuses on assisting individuals and 
business owners with matters related to estate planning and administration, wills, 
trusts and elder law.
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